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1. Introduction

This memo describes the communication protocols and message formatting standards that will govern the exchange of Flight Plan messages submitted to Flight Plan Preprocessing Prototype (FPPP) by participating airlines, as well as the resulting responses sent from FPPP to the airlines.

FPPP will permit airlines to submit flight plan data prior to the time when flight plans are normally filed with the NAS Host.  Currently flight plans are typically filed with the Host only in the hour or two prior to a flight’s intended departure.  The new capability will permit airlines to submit trial plans for evaluation up to 24 hours in advance, as well as providing early intent FPs to improve the predictive accuracy of ETMS traffic flow models by providing more accurate routing data to ETMS earlier in the planning process.  FPPP will also simulate a capability to accept flight plans to be filed, which will (post-prototype) be forwarded to the respective NAS Host.  This capability will permit the filing of flight plans to a single destination, instead of to the 20 NAS Host systems.  FPPP  is being developed as a significant step in a multi-phased approach aimed at providing airlines with analytical tools to support flight plan preprocessing. 

FPPP Flight Plans will be formatted by airlines as NAS Flight Plan (FP) messages or ICAO FPL messages.  They will be packaged and transmitted to the Volpe Center ETMS Hubsite over the existing CDMNET network, using communication protocols and messaging standards similar to those already in place for other airline-provided data.   No provision is made for submitting FPPP Flight Plans over the ARINC ADNS (teletype) network.

The existing standards are described in two related documents:

 CDM Protocol for CDMNET (7/19/00)

 Message Formats for CDM Task 3 – Version 1.2 (12/20/96)

Once the standards described in this memo have been reviewed and approved by FAA and the airlines, they will be incorporated as revisions to the existing communications standards documents.  In the meantime, this memo may be used as a guide for those interested in implementing an FPPP interface  for submitting flight plans.  Readers interested in implementation details, however, should also refer to the two existing standards documents for additional context and supporting details that have been omitted from this memo.

1.1 Overview

The communication protocol governing submission of FPPP Flight Plans (FP3FP) will be nearly identical to that currently used for submitting other airline-provided flight data.  To summarize:

 An airline client process will open a TCP/IP socket connection to a Hubsite server process using a well-known IP address.

 The client will send FPPP messages to the server indefinitely.

 Either the client or server can end the session and close the connection.

It will be permissible to mix FPPP messages with other airline Flight Data messages in the same session, but as discussed below a new message type will be defined to make it easy for ETMS to distinguish the FPPP messages from other airline data.

ETMS will receive each of the messages and provide a forwarding function to FPPP, while performing the following validity checking:

 The IP address of the connecting client when a socket is opened.

 The client tag included in each FPPP message sent over an open connection.

A new message type has been defined for submitting FPPP data.  The structure of an FPPP message is identical to other CDMNET messages; that is, a 24-byte header followed by a variable-length message body containing the FPPP data.  The 24-byte FPPP message header is defined to be identical to the M_FLIGHT_DATA_PACKET header used for other airline-provided flight data, except that:

 Rather than the integer value 101, the first field (i.e., message type) will contain the integer value 109 identifying this as an FPPP Flight Data Message.

A sample FPPP message header follows.  Each <bracketed> element represents a 4-byte binary integer, where from left to right the fields are: Message Type indicator set to 109 for all FPPP Flight Data messages, inapplicable Message Source field set to 0, inapplicable Message Destination field set to 0, Client Tag assigned to the submitting airline by Volpe, Message Sequence Number set by the client, and byte length of the message body that follows.

FPPP Message Header

Sample Header: <109><0><0><100><14><243>

Header Fields:<Message Type><Message Source><Message Destination><Client Tag><Message Seq. Num.><Byte Length> 

The body of an FPPP message will comprise a packet header followed by one FPPP data message.  FPPP data will be packaged and formatted like Flight Data (FD) packets used for submitting CDM messages, with the following exceptions:

 Rather than FD, the first two characters in the packet header will be one of the following:

1) TR, to identify this as a Trial data packet, for which results will be provided, but no data will be forwarded to ETMS or Host, for processing.

2) EI, to identify this as an Early Intent data packet, which is to be forwarded to ETMS for Early Intent processing, as well as generating results to be returned to the client.

3) FI, to identify this as a Filed data packet,  for which the respective flight plans are to be forwarded to the respective NAS Host, as well as forwarding to ETMS, and generating results to be returned to the client.

 No provision is made for including a “no acknowledgement” keyword in the packet header, since all FPPP messages will result in response messages.

 The FPPP data message following the packet header will be formatted as a proposed NAS Flight Plan (FP) or ICAO FPL message. 

 Only one FPPP data message is permitted following the packet header. 

A sample FPPP data packet follows.  Although the packet is sent as a single data stream immediately following the 24-byte message header, for readability the packet header is shown separately on the first line below, followed by a single flight plan data message, again shown on a separate line for readability.  Spaces are shown where they are expected in the message.  <NL> represents a new line included in the data stream to separate each individual flight plan data message.

Sample FPPP Flight Data Message Packet

TR RYN0506060017.01<NL> 

FP  RYN218  B727  0471  DAY  P1000  290  DAY..PSB.J49.ALB..PSM/0129 |NRP

As shown in the example, the packet header is composed of message type indicator (TR, EI, or FI), followed by a space, a 3-character airline code, a 10-digit date/time (month, day, hour, minute, second), and two digits for uniqueness (in case multiple messages are generated in the same second).

The following line includes one NAS FP or ICAO FPL message.  In the example, from left to right, the fields in each NAS FP message are: message type (FP), call sign, aircraft type, airspeed, coordination fix (departure airport), coordination time (proposed departure time), cruising altitude, route of flight/estimated time en route, and optional remarks. 

Response messages will be formatted in a similar fashion, with the exception that the message type field will contain the integer value 110 (FPPP Flight Data Response Message), and the response (expanded route, en route times, restrictions, and errors) will follow each packet header.  The format of the response message is described in Appendix A. The response message will have the same Message Sequence Number and Client Tag in the Message Header as was contained in the Message Header of the original Flight Data message.  In addition, the packet header will be the same in the response message.  Below is an example response message including message header and packet header:

Sample FPPP Flight Data Response Message 

<110><0><0><100><14><225123>

TR RYN0506060017.01<NL> 

< Response Data (variable length)…

>

The following sections describe the protocol in more detail.

2. FPPP Flight Plan Session Protocol

2.1 Overview 

The protocol for submitting FPPP flight plans will be identical to that currently used for other airline-provided flight data, with the exception that no provision is made for including a “no acknowledgement” keyword in the packet header, since all FPPP messages will result in response messages.

ETMS will provide a pass-through service for FPPP during the initial prototype phase. This will permit airlines to connect to ETMS for sending FPPP messages in the same way they connect to ETMS for sending other types of CDMNET messages.

 A client/server session will be established and maintained through the following sequence of events (in this case, ETMS is acting as the server): 

 A client opens a TCP/IP socket connection to the server using a well-known address.

 The server validates the IP address of the connecting client. If invalid, the server closes the connection. If valid, the session for that client has started.

 FPPP messages are sent from client to server. As described in section 3 below, each message includes a message header, as well as the body of the message text.

 The server validates the client tag in the message header when each flight data message is received. If there is any problem, the server closes the connection. Otherwise the message is accepted.

 When a client wants to terminate a session, it closes the socket connection.

 When a server wants to terminate a session, it closes the socket connection.

Since ETMS is providing a pass-through service to FPPP, messages from the client are forwarded from ETMS to FPPP, on a single TCP/IP socket.  This socket is also used to send flight data response messages from FPPP to ETMS, which will then forward the message to the respective airline that originated the request.  The forwarding function in ETMS will need no correlation of initial flight data messages to corresponding response messages, as this will be performed by the FPPP.  The socket between ETMS and FPPP is kept open by ETMS.

ETMS identifies messages received from a client with a message type of 109 as  a message destined for the FPPP server.  Messages ETMS receives from the FPPP server with a message type of 110 are forwarded to the client corresponding to the client tag in the response message.

The following additional rules govern FPPP sessions:

 An airline may open and close sessions whenever it wishes; that is, there is not a requirement to keep an open connection with the server at all times, although that is allowed. 

 An airline that does not have a connection when a response is available from the FPPP server, will result in the response being discarded by ETMS.  It is the responsibility of the client to resubmit any requests for which responses were not received.

 An airline may mix FPPP messages and other Flight Data messages in the same session, although different message types will be used for each so that ETMS can keep them distinct.

2.2 Security

Security will be provided at the application level. Volpe will maintain a table of valid IP client addresses. The server at Volpe will validate the connecting IP address whenever a client connects, and will reject any connection that is not authorized. Once a session is established, messages will be checked for a valid client tag. If any message is received with an invalid client tag for the sending IP address, the connection will be terminated. 

Additionally, the ETMS server will maintain a table of which airline codes each client is allowed to send data for, and reject any messages that refer to unauthorized flights. 

To support the security checking, each airline is required to provide the following parameters:

 IP address where their early intent messages will originate.

 Three-letter code of sender (e.g. AAL)

 Additional three-letter codes of flights for which the sender is authorized to submit flight plans (e.g., EGF)

Volpe will provide a client tag for each authorized user connection.

2.3 Error Handling

Loss of Client

A server will consider any of the following events to be a “loss of client”:

 notification that the socket connection to the client has been lost

 notification that a message to the client is undeliverable

When a server detects a loss of client it shall close the connection and remove the client from the registration tables.

Loss of Server

A client will consider any of the following to be a “loss of server”:

 notification that the socket connection to the server has been lost

 notification that a message to the server is undeliverable

When a client detects a loss of server it shall close the connection, notify the user (as appropriate), and try to re-establish the connection.

In either case when a connection is closed the session has ended.

Message Loss

Sequence numbers will optionally be used to provide a mechanism for determining whether all FPPP messages are being received properly.  The client can assign a sequence number to each message when it is sent. If multiple message types are mixed in the same session, a single stream of successive sequence numbers should be generated across all types of messages sent.

The ETMS server will track the sequence numbers and detect any out of sequence occurrences. Sequence errors will be logged and examined periodically to assess the performance of the communications. No recovery processing for individual messages will be implemented at this time.

Redundancy

Volpe will provide multiple servers for flight data. The client and the FPPP should be developed so that it will attempt to connect to different IP addresses. In the case that one connect attempt fails, the connecting system should go on to try the next address. Only one connection should be active from any given connecting system at a time.

3. FPPP Message Type Specification

ETMS messages are generally comprised of a message header followed by a message body.  The message header is a fixed length of 24 bytes, consisting of six 4-byte integers.  The last field of the header specifies the byte count of the data buffer, which in turn contains the application specific message.

The FPPP message protocol will use two, newly defined message types for sending flight plan data and receiving flight plan responses, which are exchanged between airlines and the FPPP.  In keeping with naming conventions for other ETMS message types, the new message types are called M_FPPP_FLIGHT_DATA_PACKET and M_FPPP_FLIGHT_DATA_RESPONSE_PACKET.  Contents of these messages are described in the following table.  Several of the fields in the generic ETMS message structure will be unused for FPPP messages and should be assigned a constant value as specified in the table.

	Field Number
	Field Name
	Description
	Value

	1 (4 bytes)
	Message Type
	Constant integer value denoting the message type
	109 for M_FPPP_FLIGHT_DATA_PACKET,  110 for M_FPPP_FLIGHT_DATA_RESPONSE_PACKET

	2 (4 bytes)
	Message Source
	Not applicable for FPPP messages
	0

	3 (4 bytes)
	Message Destination
	Not applicable for FPPP messages
	0

	4 (4 bytes)
	Client Tag
	Used to identify one of a set of clients
	Client identification number assigned by Volpe

	5 (4 bytes)
	Short Data
	Used to detect lost messages
	Sequence number assigned by client

	6 (4 bytes)
	Message Length
	Length of data buffer.  Maximum is 128 Kbytes.
	Number of bytes in data buffer

	7 (variable length)
	Data Buffer
	An array of bytes whose length is specified by the message length field
	A single NAS FP  or ICAO FPL message or response as defined in Section 4, preceded by a packet header


4. FPPP Data Packet Specification

4.1 Message Packaging

A single FPPP flight plan is included in each message for transmission over the network.  An FPPP Flight Plan packet is composed of a packet header followed by a single FPPP flight plan formatted as NAS FP or ICAO FPL messages.

As shown below, from left to right, the FPPP Flight Plan packet header comprises: 

· The packet type (TR, EI, or FI)

· One or more spaces

· 3-character airline code (uppercase letters)

· 10-digit transmission date and time (month, day, hour, minute, and second)

· Period

· 2 digits for uniqueness (in case multiple messages are generated in the same second)

Sample FPPP Flight Plan Packet Header

TR RYN0206060017.01

The following additional rules govern how FPPP messages should be packaged:

· Maximum message length for an individual NAS FP or ICAO FPL message shall be 256 characters.

· Maximum length of an FPPP message packet shall be 128K (131,072) characters. (Note that this maximum applies to the internal processing capability that will be provided in ETMS  )

· Maximum number of flight plan messages in a packet shall be 1.

Note that this maximum is specified to keep the resulting response packet (for the 1 flight plan) to be sufficiently small to stay within the FPPP message packet limit.  Each response contains one XML document (see Appendix A). 

.

4.2 FPPP Flight Plan Data Format

As stated above, individual messages within an FPPP Flight Plan message packet will be formatted as NAS FP messages, or ICAO FPL messages.  A brief overview of the NAS FP message format follows.  The reader is referred to NAS-MD-311 and NAS-MD-312 for a complete specification of the NAS FP format.

There are minor differences between NAS FP messages for proposed flights and for active flights.  All FPPP NAS FP messages should follow the format of a proposed NAS FP.  A sample NAS FP message follows, where the fields from left to right are:


01
Message Type


02
Call Sign


03
Aircraft Type


05
Filed Airspeed


06
Coordination Fix 


07
Coordination Time (the P means proposed)


09
Filed Cruising Altitude


10
Route of Flight/Estimated Time Enroute

11 Remarks (optional)

Sample FPPP NAS FP  Message 

FP  RYN218  B727  0471  DAY  P1000  290  DAY..PSB.J49.ALB..PSM/0129 |NRP

A sample ICAO FPL message follows, where the fields from left to right are:


03
Message Type, Number and Reference Data


07
Aircraft Identification and SSR Mode and Code


08
Flight Rules and Type of Flight

09 Type of Aircraft and Wake Turbulence Category


10
Equipment


13
Departure Aerodrome and Time


15
Route




16
Destination Aerodrome and Total Estimated Elapsed Time, Alternate Aerodrome(s)Type of Aircraft and Wake Turbulence Category


18
Other Information

Each field is separated by a dash (-).

Sample FPPP ICAO FPL  Message 

FPL-RYN218-IP-F100T-X/S-KDTW1100-N0412F200 DCT DUNKS J70 PMM PMM4-KORD0049 KMDW

4.3 FPPP Flight Plan Response Data Format

The FPPP Flight Plan Response within the FPPP Flight Plan Response packet will be formatted as an XML document, specified in Appendix A.  At a minimum it will contain:

1) the original FP/FPL message

2) the expanded route with fix name, route name, center, coordination fix, latitude, longitude, time, SID/STAR/Pref Route application, altitude

3) LOA/SOP's applied 

4) Errors 

Delimiters will be specified to easily identify the beginning and end points of specific data elements.

Appendix A

FPPP Flight Plan Response Format

XML Data Definition

XML Representation of FPPP Server Output

XML conventions used:

· Document name:  fpoutput

· Tag name of parent same as child tag with an "s" appended indicates multiple occurrences of child (.e.g, trajnodes has multiple trajnode)

· End tag starts with /.   </requestmsg> indicates the end of <requestmsg>

-----------------------------------------------------

<?xml version='1.0'?>

<fpoutput>

<fpresp>

<requestmsg >


</requestmsg>

<respstatus >



</respstatus>

<modroute >



</modroute>

<prefaname >


</prefaname>

<prefacen >



</prefacen>

<prefbname >


</prefbname>

<prefbcen >



</prefbcen>

<departtime >


</departtime>

<numtrajnod >


</numtrajnod>

<trajnodes>

<trajnode>

<fixname>


</fixname>

<centername>


</centername>

<routetype>


</routetype>

<routename>


</routename>

<fixtype>


</fixtype>

<exparrtime>


</exparrtime>

<coordfix>


</coordfix>

<latitude >


</latitude>

<longitude>


</longitude>

<altitude>


</altitude>

<distance>


</distance>

<sid>



</sid>

<star>



</star>

<prefroutea>


</prefroutea>

<prefrouteb>


</prefrouteb>

</trajnode>

</trajnodes>

<restrictions>

<restriction>

<restrictid>


</restrictid>

<center>



</center>

<desc>



</desc>

<comment>


</comment>

<fromfac>


</fromfac>

<tofacility>


</tofacility>

<arrival>


</arrival>

<departure>


</departure>

<acclasses>


</acclasses>

<reqalt>



</reqalt>

<airspeed>


</airspeed>

<atorabv>


</atorabv>

<atorblw>


</atorblw>

<fixbefore>


</fixbefore>

<fixafter>


</fixafter>

<interslat>


</interslat>

<interslon>


</interslon>

<starttime1>


</starttime1>

<endtime1>


</endtime1>

<starttime2>


</starttime2>

<endtime2>


</endtime2>

<starttime3>


</starttime3>

<endtime3>


</endtime3>

</restriction>

</restrictions>

<errs>

<err>

<errtype>


</errtype>

<severity>


</severity>

<errorstr>


</errorstr>

</err>

</errs>

</fpresp>

</fpoutput>

Top level fpresp elements:
1) requestmsg (char 256)  is original flight plan as submitted.
2) respstatus (char 2)  is the summary status describing the processing of the request ("OK", "ES" - errors, some not processed, "EA" - Errors, all not processed).
3) modroute (char 256)  is the modified field 10 route after applying the flight plan processing rules.
4) prefaname (char 11)  is the name of the first preferred route applied to the flight plan, if any.
5) prefacen (char 3)  is the center associated with the first applied preferred route.
6) prefbname (char 11)  is the name of the second preferred route applied to the flight plan, if any.
7) prefbcen (char 4)  is the center associated with the second applied preferred route.
8) departtime (char 5)  is the estimated departure time extracted from the flight plan (with a "P" preceding the time, which is in the format HHMM, where HH contains hours and MM contains minutes).
9) notrajnod (num 3)  is number of trajectory nodes in the trajnodes elements.
trajnode elements:
1) fixname (char 12)  is the name of the adapted fix along the route of flight.
2) centername (char 3) is the name of the center corresponding to the adaptation from which data for the fix was extracted
3) routetype (char 2) identifies whether the route is direct-adapted ("DA"), direct-unadapted ("DU"), or the fix is on the route ("ON").
4) routename (char 11) is the name of the adapted route, if the fix is on a route.
5) fixtype (char 1) identifies whether the fix is in the original flight plan ("X" - explicit), a node along an adapted route ("N" - node), a fix  where a restriction is applicable("R"), or a T-line crossing ("T").
6) expartime (char 4) is the expected time of arrival at the associated fix, based on the FPPP trajectory model. Format is HHMM where HH contains hours and MM contains minutes.

7) coordfix (boolean) is an indication of whether the fix will be used as a coordination fix for handoff between centers.

8) latitude (char 7) is the adapted latitude of the fix, expressed as CDDMMSS where C is "N" or "S", DD is degrees, MM is minutes, SS is seconds for the point at which the restriction is applicable along the route of flight.
9) longitude (char 8) is the adapted longitude of the fix expressed as  CDDDMMSS where C is "E" or "W", DDD is degrees, MM is minutes, SS is seconds, for the point at which the restriction is applicable along the route of flight.
10) altitude (num 5) is the calculated altitude of the flight (in feet) at the associated fix, as calculated by the FPPP vertical trajectory model.
11) distance (num 5) is the calculated distance of the flight (in nmi) at the associated fix, as calculated by the FPPP lateral trajectory model.
12) sid (boolean) indicates whether the fix was associated with a Standard Instrument Departure route.
13) star (boolean) ) indicates whether the fix was associated with a Standard Terminal Arrival Route.
14) prefroutea (boolean) ) indicates whether the fix was associated with an initial applied preferential route (identified by name in the prefnamea tag, referenced above).
15) prefrouteb (boolean) ) indicates whether the fix was associated with a second applied preferential route (identified by name in the prefnameb tag, referenced above).
restriction elements:
1) restrictid (char 30)  is the identification of the restriction.  Example ids are AEX_A_66/ZHU_J31E_230 and BNA_C_ZTL/60CQO25M,W_140.  The convention for naming is to start with the arrival or departure airport (e.g BNA); then some generic aircraft type 'A' 'J' or 'C' (sometimes P instead of C) A = All, J= Jet, C = Conventional, P = Prop and turboprop or 'M'= Military (for ZME).  Then "from facility" slash (/) "to facility", followed by abbreviated note of special conditions (like "CQO25M,W", meaning 25 miles west of fix CQO). Last is the altitude required by the restriction, which matches the actual altitude field later in the record. This field must have unique contents for every restriction (independent of center).

2) center (char 3) is the center from which the LOA/SOP originated.

3) desc (char 50)  is the textual description of the restriction. Convention is to put major arrival or departure airport name(s) followed by special designations (e.g., V52 north, 35m west sec 34, 'wJ101' for west of j101, or 'vxxx' for via Fix xxx, or '50dmeBNA' for a circle 50nme from Nashville, to describe the restriction location. 

4) comment (char 100)  is a field to make the data more self-descriptive, and provide a reference to the LOA/SOP source.  An index code is given at the beginning of the field which references the documentation tables of restrictions maintained by CAASD.  Following this is the specific LOA/SOP name, date, and a reference to the location of the restriction in the document.  

5) fromfac (char 20)  is the name of the facility being exited.  The facility can be one or more sectors, an airport, en route center, RAPCON, TRACON/TRACN, ATCT, or TWR.   If only numbers are provided (delimited by commas), this indicates sectors internal to the center.  Sectors external to the center have numbers preceded by the adjacent center name.

6) tofacility (char 20) is the name of the facility being entered (20 chars max).  The facility can be one or more sectors, an airport, en route center, RAPCON, TRACON/TRACN, ATCT, or TWR.   If only numbers are provided (delimited by commas), this indicates sectors internal to the center.  Sectors external to the center have numbers preceded by the adjacent center name.

7) arrival (boolean) is an indicator of whether the restriction is for arrivals.
8) departure (boolean) is an indicator of whether the restriction is for departures.

9) acclasses (char 4) indicates if class J aircraft (Jet), T aircraft (Turboprop), P aircraft (Prop), H aircraft (High-performance Turboprop) are included in the restriction.  All four letters could be included.

10) reqalt (num 3)  is the required altitude (in hundreds of feet) at the location defined for this restriction.

11) airspeed (num 3)  is the required speed (indicated airspeed) at the location defined for this restriction. The value 000 indicates no speed requirement in the restriction.

12) atorabv (num 3) is the altitude (in hundreds of feet) at or above which an aircraft must be assigned in order to be subject to this altitude restriction. 

13) atorblw (num 3)  is the altitude (in hundreds of feet) at or below which an aircraft must be assigned in order to be subject to this altitude restriction.  

Note: Values of 000 in the previous field and 999 (or 990) in this field will cause aircraft at all altitudes to be eligible.

Typically, the following relationship holds: 


0 >= atorabv < atorblw <= 999 (or 990).  

In rare cases, a non-contiguous altitude spectrum may be required, representing a band of prohibited airspace, when the following condition exists: 


atorabv > atorblw

14) fixbefore (char 12) is the name of the adapted fix along the route of flight immediately preceeding the point where the altitude restriction is applicable.

15) fixafter (char 12) is the name of the adapted fix along the route of flight immediately following the point where the altitude restriction is applicable.

16) interslat (char 7) is the calculated latitude expressed as CDDMMSS where C is "N" or "S", DD is degrees, MM is minutes, SS is seconds, for the point at which the restriction is applicable along the route of flight.

17) interslon (char 8) is the calculated longitude expressed as  CDDDMMSS where C is "E" or "W", DDD is degrees, MM is minutes, SS is seconds, for the point at which the restriction is applicable along the route of flight. 

18) starttime1 (char 4) is the starting time the restriction is in effect for an initial time period.  Format is HHMM where HH contains hours and MM contains minutes.
19) endtime1 (char 4)  is the ending time the restriction is in effect for an initial time period.  Format is HHMM where HH contains hours and MM contains minutes.

20) starttime2 (char 4) is the starting time the restriction is in effect for a second time period.  Format is HHMM where HH contains hours and MM contains minutes.

21) endtime2 (char 4)  is the ending time the restriction is in effect for a second time period.  Format is HHMM where HH contains hours and MM contains minutes.

22) starttime3 (char 4) is the starting time the restriction is in effect for a third time period.  Format is HHMM where HH contains hours and MM contains minutes.

23) endtime3 (char 4)  is the ending time the restriction is in effect for a third time period.  Format is HHMM where HH contains hours and MM contains minutes.

err elements:
1) errtype (char 6)  is the type of .error to be encountered ("U" - user, and "S" - system).
2) severity (char 1)  is the severity level of the error ("H," " M," "L").
3) errorstr (char 120)  is the character string with a description of the encountered error.
FP3 Flight Plan Response : Document Type Definition (DTD)
<?xml version='1.0'?>

<!DOCTYPE fpoutput [

<!ELEMENT fpoutput (fpresp)>

<!ELEMENT fpresp (requestmsg,respstatus,modroute,prefaname,prefacen,prefbname,prefbcen, departtime,numtrajnod,trajnodes,restrictions,errs)>

<!ELEMENT requestmsg (#PCDATA)>

<!ATTLIST requestmsg

          type CDATA #FIXED "string"

          size CDATA #FIXED "254"

>

<!ELEMENT respstatus (#PCDATA)>

<!ATTLIST respstatus

          type CDATA #FIXED "string"

          size CDATA #FIXED "2"

>

<!ELEMENT modroute (#PCDATA)>

<!ATTLIST modroute

          type CDATA #FIXED "string"

          size CDATA #FIXED "254"

>

<!ELEMENT prefaname (#PCDATA)>

<!ATTLIST prefaname

          type CDATA #FIXED "string"

          size CDATA #FIXED "11"

>

<!ELEMENT prefacen (#PCDATA)>

<!ATTLIST prefacen

          type CDATA #FIXED "string"

          size CDATA #FIXED "3"

>

<!ELEMENT prefbname (#PCDATA)>

<!ATTLIST prefbname

          type CDATA #FIXED "string"

          size CDATA #FIXED "11"

>

<!ELEMENT prefbcen (#PCDATA)>

<!ATTLIST prefbcen

          type CDATA #FIXED "string"

          size CDATA #FIXED "3"

>

<!ELEMENT departtime (#PCDATA)>

<!ATTLIST departtime

          type CDATA #FIXED "string"

          size CDATA #FIXED "5"

>

<!ELEMENT numtrajnod (#PCDATA)>

<!ATTLIST numtrajnod

          type CDATA #FIXED "float"

          size CDATA #FIXED "3"

>

<!ELEMENT trajnodes (trajnode)*>

<!ELEMENT trajnode (fixname,centername,routetype,routename,fixtype,exparrtime,coordfix,latitude,longitude,altitude,distance,sid,star,prefroutea,prefrouteb)>

<!ELEMENT fixname (#PCDATA)>

<!ATTLIST fixname

          type CDATA #FIXED "string"

          size CDATA #FIXED "12"

>

<!ELEMENT centername (#PCDATA)>

<!ATTLIST centername

          type CDATA #FIXED "string"

          size CDATA #FIXED "3"

>

<!ELEMENT routetype (#PCDATA)>

<!ATTLIST routetype

          type CDATA #FIXED "string"

          size CDATA #FIXED "2"

>

<!ELEMENT routename (#PCDATA)>

<!ATTLIST routename

          type CDATA #FIXED "string"

          size CDATA #FIXED "11"

>

<!ELEMENT fixtype (#PCDATA)>

<!ATTLIST fixtype

          type CDATA #FIXED "string"

          size CDATA #FIXED "1"

>

<!ELEMENT exparrtime (#PCDATA)>

<!ATTLIST exparrtime

          type CDATA #FIXED "string"

          size CDATA #FIXED "4"

>

<!ELEMENT coordfix (#PCDATA)>

<!ATTLIST coordfix

          type CDATA #FIXED "boolean"

          size CDATA #FIXED "1"

>

<!ELEMENT latitude (#PCDATA)>

<!ATTLIST latitude

          type CDATA #FIXED "string"

          size CDATA #FIXED "7"

>

<!ELEMENT longitude (#PCDATA)>

<!ATTLIST longitude

          type CDATA #FIXED "string"

          size CDATA #FIXED "8"

>

<!ELEMENT altitude (#PCDATA)>

<!ATTLIST altitude

          type CDATA #FIXED "float"

          size CDATA #FIXED "5"

>

<!ELEMENT distance (#PCDATA)>

<!ATTLIST distance

          type CDATA #FIXED "float"

          size CDATA #FIXED "5"

>

<!ELEMENT sid (#PCDATA)>

<!ATTLIST sid

          type CDATA #FIXED "boolean"

          size CDATA #FIXED "1"

>

<!ELEMENT star (#PCDATA)>

<!ATTLIST star

          type CDATA #FIXED "boolean"

          size CDATA #FIXED "1"

>

<!ELEMENT prefroutea (#PCDATA)>

<!ATTLIST prefroutea

          type CDATA #FIXED "boolean"

          size CDATA #FIXED "1"

>

<!ELEMENT prefrouteb (#PCDATA)>

<!ATTLIST prefrouteb

          type CDATA #FIXED "boolean"

          size CDATA #FIXED "1"

>

<!ELEMENT restrictions (restriction)*>

<!ELEMENT restriction (restrictid,center,desc,comment,fromfac,tofacility,arrival,departure, acclasses,reqalt,airspeed,atorabv,atorblw,fixbefore,fixafter,interslat, interslon,starttime1,endtime1,starttime2,endtime2,starttime3,endtime3)>

<!ELEMENT restrictid (#PCDATA)>

<!ATTLIST restrictid

          type CDATA #FIXED "string"

          size CDATA #FIXED "30"

>

<!ELEMENT center (#PCDATA)>

<!ATTLIST center

          type CDATA #FIXED "string"

          size CDATA #FIXED "3"

>

<!ELEMENT desc (#PCDATA)>

<!ATTLIST desc

          type CDATA #FIXED "string"

          size CDATA #FIXED "50"

>

<!ELEMENT comment (#PCDATA)>

<!ATTLIST comment

          type CDATA #FIXED "string"

          size CDATA #FIXED "100"

>

<!ELEMENT fromfac (#PCDATA)>

<!ATTLIST fromfac

          type CDATA #FIXED "string"

          size CDATA #FIXED "20"

>

<!ELEMENT tofacility (#PCDATA)>

<!ATTLIST tofacility

          type CDATA #FIXED "string"

          size CDATA #FIXED "20"

>

<!ELEMENT arrival (#PCDATA)>

<!ATTLIST arrival

          type CDATA #FIXED "boolean"

          size CDATA #FIXED "1"

>

<!ELEMENT departure (#PCDATA)>

<!ATTLIST departure

          type CDATA #FIXED "boolean"

          size CDATA #FIXED "1"

>

<!ELEMENT acclasses (#PCDATA)>

<!ATTLIST acclasses

          type CDATA #FIXED "string"

          size CDATA #FIXED "4"

>

<!ELEMENT reqalt (#PCDATA)>

<!ATTLIST reqalt

          type CDATA #FIXED "float"

          size CDATA #FIXED "3"

>

<!ELEMENT airspeed (#PCDATA)>

<!ATTLIST airspeed

          type CDATA #FIXED "float"

          size CDATA #FIXED "3"

>

<!ELEMENT atorabv (#PCDATA)>

<!ATTLIST atorabv

          type CDATA #FIXED "float"

          size CDATA #FIXED "3"

>

<!ELEMENT atorblw (#PCDATA)>

<!ATTLIST atorblw

          type CDATA #FIXED "float"

          size CDATA #FIXED "3"

>

<!ELEMENT fixbefore (#PCDATA)>

<!ATTLIST fixbefore

          type CDATA #FIXED "string"

          size CDATA #FIXED "12"

>

<!ELEMENT fixafter (#PCDATA)>

<!ATTLIST fixafter

          type CDATA #FIXED "string"

          size CDATA #FIXED "12"

>

<!ELEMENT interslat (#PCDATA)>

<!ATTLIST interslat

          type CDATA #FIXED "string"

          size CDATA #FIXED "7"

>

<!ELEMENT interslon (#PCDATA)>

<!ATTLIST interslon

          type CDATA #FIXED "string"

          size CDATA #FIXED "8"

>

<!ELEMENT starttime1 (#PCDATA)>

<!ATTLIST starttime1

          type CDATA #FIXED "string"

          size CDATA #FIXED "4"

>

<!ELEMENT endtime1 (#PCDATA)>

<!ATTLIST endtime1

          type CDATA #FIXED "string"

          size CDATA #FIXED "4"

>

<!ELEMENT starttime2 (#PCDATA)>

<!ATTLIST starttime2

          type CDATA #FIXED "string"

          size CDATA #FIXED "4"

>

<!ELEMENT endtime2 (#PCDATA)>

<!ATTLIST endtime2

          type CDATA #FIXED "string"

          size CDATA #FIXED "4"

>

<!ELEMENT starttime3 (#PCDATA)>

<!ATTLIST starttime3

          type CDATA #FIXED "string"

          size CDATA #FIXED "4"

>

<!ELEMENT endtime3 (#PCDATA)>

<!ATTLIST endtime3

          type CDATA #FIXED "string"

          size CDATA #FIXED "4"

>

<!ELEMENT errs (err)*>

<!ELEMENT err (errtype,severity,errorstr)>

<!ELEMENT errtype (#PCDATA)>

<!ATTLIST errtype

          type CDATA #FIXED "string"

          size CDATA #FIXED "6"

>

<!ELEMENT severity (#PCDATA)>

<!ATTLIST severity

          type CDATA #FIXED "string"

          size CDATA #FIXED "1"

>

<!ELEMENT errorstr (#PCDATA)>

<!ATTLIST errorstr

          type CDATA #FIXED "string"

          size CDATA #FIXED "120"

>

]>
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