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Technical Considerations and Procedures for Establishing a Connection to the Production ITWS Weather Products 

1. Background

The Integrated Terminal Weather System (ITWS) integrates weather data from FAA and National Weather Service (NWS) sensors and systems, as well as aircraft in flight.  Inputs to ITWS include data from the Automated Weather Observation System/Automated Surface Observing System (AWOS/ASOS), Terminal Doppler Weather Radar (TDWR), Next Generation Weather Radar (NEXRAD), Airport Surveillance Radar-9/11 (ASR-9/11), Low Level Windshear Alert System (LLWAS), lightning sensors, and Meteorological Data Collection and Reporting System (MDCRS) data down-linked from aircraft.  ITWS generates the following products that are displayed to users in a graphical format that is intelligible without meteorological interpretation: windshear information; microburst detection and prediction; lightning detection; precipitation reflectivity; gust front detection and prediction; storm location and motion; storm cell information; terminal area and runway winds; and tornado detection.

Prototypes, developed by Lincoln Laboratory (LL), are operating at four TRACONs: New York (N90), Dallas/Fort Worth (D10), Orlando (MCO), and Memphis (MEM).  Data from these prototype sites are not available via the Volpe Center, but can be obtained from MIT/Lincoln Laboratory. During the next two years, these prototypes are scheduled to be replaced by production ITWS sites that will forward weather data to the Volpe Center.

There are currently eleven production ITWS sites accessible via the Volpe Hubsite.  They include the following TRACONs (with supported airports identified in parenthesis):  Atlanta (ATL), Miami (MIA, FLL, PBI), Kansas City (MCI), St. Louis (STL), Houston (IAH, HOU), Chicago (ORD, MDW, MKE), Potomac (IAD, DCA, BWI, Andrews AFB), Boston (BOS), Denver (DEN), Minneapolis/St, Paul (MSP), and Charlotte (CLT).

Data from the production ITWS sites are available in two formats:  a digital data feed (Section 4, Refs. 4, 5) and the derivative graphics images accessible via a web browser (Section 4, Ref. 2). The digital data feed provides the weather products in a binary form for which each airline must develop its own applications to interpret/process/display the data. Table 1 presents the advantages and disadvantages of each format.

This paper describes the options available for establishing a network connection to the ITWS Website or to the ITWS Digital Data Feed (Section 2), and the steps necessary to establish the connection (Section 3).

Table 1.  Differences between the ITWS Digital Data Feed and the Website

	Data Format/Description
	Advantages
	Disadvantages

	ITWS Web: an intranet website hosted at the Volpe Center Hubsite, which allows the end user to view any desired ITWS weather products from any of the production sites using a standard web browser application.
	· All ITWS products are viewable via a standard web browser.

· No software development is required on the part of the end user.

· The user interface is easy to use and products from multiple airports can be viewed simultaneously.
	· The weather product data cannot be integrated with other data, such as flight position data.

· Bandwidth to the Volpe Center is dependent on the number of web browsers simultaneously viewing ITWS products, and the number of airport weather products being viewed.

	ITWS Digital Data Feed: a Volpe Hubsite server that allows ITWS External User clients to connect via a TCP/IP socket connection and get the unedited stream of (binary) ITWS messages from the ITWS Product Generators at each ITWS production site.
	· The weather product data can be integrated into existing or new displays, and combined with other data, such as flight position data.

· Assuming a data distributor application running at the user site, only one connection to the Volpe Center is required for each ITWS site. Thus the bandwidth would be independent of the number of end users and products being viewed.
	· Significant software development by the external user is necessary in order to produce the weather product images from the binary digital data.

· Additionally, the end user site must develop a data distributor application.


2. Options for Establishing Connectivity to the Volpe Center ITWS Data Hubsite

Currently, most airlines connect to the Volpe Center via communications lines and data transmission services provided over the AOCNet network operated by ARINC, Inc.  This and other options for connecting to the Volpe Center Hubsite are described in this section.

Figure 1 illustrates the major user access options within the ITWS data communications network.  The three options to connect to the ITWS data are: AOCNet (option #1), Private leased network (option #2), or a Shared leased network (option #3).  

Figure 1. ITWS Data Communications Network

Cost figures are not provided in this paper.  It is the responsibility of the airlines to determine which communication provider/network option is the most suitable for their needs. 

In the context of this paper, all of the presented network options are ‘private’ in the sense that they do not rely on the public Internet.  The term ‘private network’, as used in this paper, denotes a network used solely by an individual airline.  A ‘shared network’ is one in which a portion of the communications topology is shared by multiple airlines.  The primary distinctions between a private and a shared leased network are: 1) all of the costs for a private network are borne by the leasing airline, while in a shared network some of the communication costs (including the cost of the network segment at the Volpe end) are shared by the participating airlines; and 2) a shared network can allow for electronic communications among the participating users, if desired.  Table 2 shows the common characteristics of both types of networks (Options 2 and 3 in Fig. 1).

Table 2.  Common Characteristics for Private and Shared Networks

	Required Bandwidth:
	The actual bandwidth required by an ITWS Web user depends on the weather, the number of airports being monitored, and the number of weather products being viewed per airport.  A reasonable estimate is to assume that a T1 line can support at least 20 web users, with good response times. A complete set of ITWS digital data, for the most active site, under worst-case conditions, would require about 24 Kbps (see explanation in section 3, step 1). Both of these estimates are for the set of weather products available at this time; when the Terminal Convective Weather Forecast (TCWF) and higher resolution precipitation products become available, the estimated bandwidth required for the digital data feed will increase by a factor of about 2, although this still needs to be confirmed. A much smaller increase is expected for the ITWS Web user.

	Hardware needed:
	A Channel Service Unit/Data Service Unit (CSU/DSU) is required at each end of the communications line connection.  The CSU/DSU equipment can be leased from the service provider or purchased for an initial, non-recurring fee.  In the case of shared leased network, this cost can be shared by the participating airlines.

	Recurring cost:
	Monthly cost for the service covers the service provider’s charge for access from the airline to the network and from the network to Volpe, other communications lines, and I/O ports.  There are some differences in recurring cost, depending on the network protocol selected (see below).  These must be determined through discussions with the potential service providers.


Volpe currently supports the following network protocols:

1. Dedicated Point-to-Point Protocol (PPP) Circuit

2. Frame Relay Network

3. Multiple Protocol Label Switching Virtual Private Network, MPLS VPN 

All three protocols can be used in a private leased network; the shared leased network can use protocols 2 and 3.

The Table 3 compares the three network protocols.

Table 3.  Comparison of Available Network Protocols

	
	Dedicated Point-to-Point Protocol (PPP) Circuit
	Custom-built Traditional Frame Relay Network
	Multiple Protocol Label Switching Virtual Private Network
(MPLS VPN)

	Description/ Remarks
	This option utilizes a dedicated point-to-point circuit for communications between the Volpe center and the airlines.  Each customer must order a dedicated circuit between their facility and the Volpe Center for connectivity to the ITWS Web data.
	This option is a traditional frame relay network built specifically for this application. This method permits a customer to become a member of a shared Wide Area Network (WAN), thus allowing communications not only with Volpe but also among the other users sharing the network.  Customers added to the network would incur the expense of their local connection as well as modifications (generally increased committed bandwidth) at the Volpe entry into the network.  Thus, users are expected to pay for the total impact of their addition to the network.
	This option utilizes a new technique, the Multiple Protocol Label Switching Virtual Private Network (MPLS VPN), to create a private or shared leased network.  MPLS VPN is a cost-effective alternative to the traditional frame relay network.  As a shared leased network option it has the same advantages as the frame relay option.

	Applicability
	Private Leased Network
	Private or Shared Leased Network
	Private or Shared Leased Network

	Scalability
	Poor
	Excellent
	Excellent


3.  Connection Procedures

ITWS weather products are available to a non-FAA user, such as an airline, via the Volpe Center where these products have been hosted on the ITWS Data Feed and Website.  The ITWS Website is accessible via an authorized network connection, using a standard web browser
.  Any operating system that can support an acceptable web browser can be used on the end-user’s workstation. Access to the ITWS Digital Data Feed requires a communication link that provides TCP/IP capability between the user site and the ITWS Hubsite.

A Memorandum of Agreement (MOA) signed by the FAA and the airline will govern use of the weather products from the ITWS Data Feed or Website.  The available weather products are described in the ITWS Web online help, available on the Collaborative Decision Making (CDM) website (Section 4, Ref. 3).

Connectivity to the Volpe Center, via a commercial vendor, is the responsibility of the airline. The basic steps for establishing a connection to either the ITWS Data Feed or Web Site are:  

Step 1. – Collect Information:

Read this document and, and if desired, get additional references cited in Section 4.  Get a copy of the ITWS Memorandum of Agreement (Ref 6) from the CDM website.

If interested in connecting to the ITWS website, the following information is needed to estimate your ITWS bandwidth requirement.  Determine the number of airline workstations to concurrently receive the ITWS Website data and the typical number of airports to be viewed during each session on each workstation. Data are currently available from the following sites (airports): Atlanta (ATL), Miami (MIA, FLL, PBI), Kansas City (MCI), St. Louis (STL), Houston (HOU, IAH), Chicago (ORD, MDW, MKE), Potomac (IAD, DCA, BWI, ADW), Boston (BOS), Denver (DEN), Minneapolis/St. Paul (MSP), and Charlotte (CLT). The required bandwidth will depend on how many weather products are being viewed simultaneously. If an average user is viewing one text and two graphical weather products (independent of whether they are from the same airport), the maximum required bandwidth will be approximately 64 Kbps x (Number of user workstations simultaneously viewing ITWS).

If interested in connecting to the ITWS Digital Data Feed, the bandwidth will depend on the number of sites from which you simultaneously wish to receive data. The average bandwidth consumed by ITWS digital data is approximately 5 Kbps/site. Some sites (such as PCT) can go as high as 7.5 Kbps.  Assuming that you need a circuit which will carry data at 3 times the maximum data rate, (yielding a duty cycle of one-third on, two-thirds off) and based on the site that produces the most data, an estimate of ~24 Kbps would be the most bandwidth needed per site.  This is a worst-case estimate – most of the time (even with severe weather) the bandwidth needed per site will be closer to 3 * 5 Kbps or 15 Kbps. 

The bandwidth estimates given above are for the set of weather products available at this time; when the Terminal Convective Weather Forecast (TCWF) and higher resolution precipitation products become available, the estimated bandwidth required for the digital data feed will increase by a factor of about 2, although this still needs to be confirmed. A much smaller increase is expected for the ITWS Web user.

For further information, contact the Volpe Center ITWS Data Feed and Website Project Manager, Tony Colon, 617-494-2647, tony.colon@volpe.dot.gov. 

Step 2. – Select a Communications Provider:

Contact one or more commercial vendors to determine the cost of providing communications (per guidelines provided in Section 1) between the selected airline site(s) and the Volpe Center.  Costs include initial start-up fees for equipment and services, plus recurring monthly costs dependent on the bandwidth of the communications link.  

It is the airline’s responsibility to contact the communications service provider(s) and make a selection.  The selected provider will need to coordinate the connection with the Communications Engineer at the Volpe Center.  The Volpe Center Point-of-Contact is Matt Maki, 617-494-3948.

Step 3. – Review and Sign the FAA/Airline Memorandum of Agreement

The FAA contact for the ITWS MOA is Tom Jenkins (202-385-8734).  The signed MOA should be sent to the ITWS Program Office:


Thomas E. Jenkins

ATO-T-Weather Operations

Federal Aviation Administration

800 Independence Ave., S.W.

Washington, DC 20591

Once the MOA is signed by both the airline and the FAA, Volpe will be notified by email by the FAA contact.  At this point, the airline can contact Volpe to coordinate the target date for establishing communications and receiving data.
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� The ITWS Website is not available on the public Internet.


�  Internet Explorer versions 5.5 and higher are supported.  Netscape versions 4.72 and higher are supported, with the exception of versions 6.0 and 6.1.  These versions of Netscape have significant stability problems and Netscape recommends upgrading to version 7.0 or higher.  For the use of other browsers, consult with the Volpe Center representative. The ITWS Website is designed with the use of cascading style sheets and JavaScript, so these features must be available and activated on the selected browser.


� Note: ITWS has received a waiver from the procedural provisions of DOT Order 1200.22C, “NAS Data and Interface Equipment used by Outside Interests”, February 2, 2002.
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